
https://www.decd.sa.gov.au/supporting-students/health-e-safety-and-wellbeing/cyber-safety-bullying-and-harassment
https://www.decd.sa.gov.au/supporting-students/health-e-safety-and-wellbeing/cyber-safety-bullying-and-harassment
http://www.netalarmed.com/
http://www.kidshelp.com.au/
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Parents/caregivers play a critical role in developing knowledge, understanding and ethics around their child’s safety and safe 
practices for themselves and the people around them regardless of the time of day. Being cyber-safe is no exception and we invite 
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13. The school may monitor traffic and material sent and received using the school’s ICT network. The school may use filtering 
and/or monitoring software to restrict access to certain sites and data, including e-mail.  

14. The school and/or the Department for Child Development may monitor and audit its computer network, Internet access 
facilities, computers and other school ICT equipment/devices or commission an independent forensic audit. Auditing of the 
above items may include any stored content, and all aspects of their use, including e-mail.  

15. If I do not follow cyber-safe practices, the school may inform my parents/caregivers. In serious cases, the school may take 
disciplinary action against me. Such actions may occur even if the incident occurs off-site and/or out of school hours.  

16.  If any materials or activities are involved which creates a suspicion on reasonable grounds that a child has been abused or 
neglected, the school may report these concerns to child protection authorities.  Such actions may occur even if the incident 
occurs off-site and/or out of school hours. 

17.   If illegal material or activities are involved or e-

/office365.htm


Updated July 2017                      4 | P a g e  
 

 
When students are onsite at NURIOOTPA HIGH SCHOOL, internet access will be filtered by DECD, however, access from  
home/off-site is not filtered by DECD and as such should be supervised.  
 
Please be aware that as with any internet use, it is possible (that viruses and/or other malicious software could be introduced to your 
personal computing devices. 
 
It is strongly recommended that personal devices have their operating system, suitable anti-virus / anti-malware software installed 
and it is regularly updated. 
 
Users of LearnLink Office 365 are responsible for the information/data in their LearnLink Office 365 account and any important 
information should be backed up.  LearnLink Office 365 including Office 365 ProPlus is only to be used in relation to delivering 
curriculum objectives, and must not be used to store, transmit or share sensitive personal information. 
 

Installing Office 365 ProPlus 

Office 365 ProPlus applications will need to be installed on a computer or mobile device (personal device) before it can be used.  
It is possible that installing Office 365 ProPlus on your personal device may cause problems, such as conflicts with other software 
you have installed.  
 
It is recommended that you: 

 Backup your personal device, prior to installing Office 365 ProPlus application(s); and 

 Ensure your personal device meets or exceeds the Office 365 System Requirements 

https://products.office.com/en-au/office-system-requirements
mailto:john.barkley601@schools.sa.edu.au
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Recommendations - Good Practice Advice 
 
Educators should: 
• teach topics and use resources contained in the Keeping Safe: Child Protection Curriculum introduced to preschools and schools in 2008 
• encourage children and students to inform a teacher if they come across inappropriate material or anything online that makes them feel 

uncomfortable 
• teach strategies to manage online presence, protect identity through privacy settings, examine ‘terms and conditions’ associated with user 

agreements of Internet services, highlight the opportunities to report abuse or offensive online behaviour to the appropriate service 
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For the Parent/Caregiver/Legal Guardian: My responsibilities include… 
 

 Reading this ICT Cyber-safety Use Agreement carefully and discussing it with my child(ren) so we both have a clear 
understanding of our roles in the school’s work to maintain a cyber-safe environment 

 Ensuring the Nuriootpa High School ICT Acceptable User Agreement – Student Version is signed by my child and by me and 
returned to the school 

 Encouraging my child to follow the cyber-safe strategies and instructions 

 Adhering to the terms of this agreement, and supporting steps taken by the school ensure compliance  

 Contacting the school if there is any aspect of this ICT Cyber-safety Use Agreement I 
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